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BANK SECURITY

RECOMMENDATIONS

ReportReport
P R I V A T E  S E C U R I T Y  A N A L Y S I S

Periodically change your digital
passwords and activate two-
factor authentication in banking
services. 

Do not accept help from strangers
when making transactions.
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December is one of the most
problematic months in terms of
insecurity nationwide. The festive
context, the spaces with high influx of
people, Christmas shopping and the
payment of the bonus become the
perfect scenario for the materialization
of various crimes, especially theft in its
various forms, both physical and
digital.

In case of making transactions of
large sums of money from the ATM,
ask for police assistance through the
Emergency Line 123 to avoid theft
situations.

D E C E M B E R  2 0 2 4

Do not lose sight of your card when
paying in stores. Make sure it is
only used at authorized
dataphones.

Avoid withdrawing large sums of
money in cash. Opt for bank
transfers or payments through
mobile applications.

Do not make transactions from public
Wi-Fi networks. Make them only from
personal and secure devices, with an
updated antivirus.

Do not share passwords, account
numbers or sensitive data.
Remember that banks never ask for
users or passwords by e-mail,
message or call. 
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